
WORK EXPERIENCE 

 KPMG (06/2022 - Present) 

Senior Web Application Penetration Tester Specialist  

• Facilitating the testing engagement process from start to finish , including establishing 

scope, coordination with development teams and stakeholders, execution,  reporting, and 

debrief. 

• Utilizing industry standard tools including Postman, SOAPUI, Invicti, and Burp Suite to 

execute web application and web service engagements. 

• Developing comprehensive findings report for clients including remediation 

recommendations and walk-through replication guides. 

• Engage with technical and non-technical audiences to articulate testing process, 

techniques, and results while guiding audiences on remediation options . 

• Partner with teams to develop testing techniques and mentor junior team members on 

tools and techniques used when performing tests . 

Information Security Collective (07/2021-Present)  

Founder and Operations Director 

• Founded and overseeing a 501(c)3 non-profit organization aimed at improving diversity, 

inclusivity, and accessibility within the information security community.  

• Conducting community outreach and member  recruitment initiatives through social media  

and organizational meetings 

• Partnering with information security community members to advance organizational 

objectives through mentoring, program development, and presentations. 

NetSPI (09/2020-06/2022) 

Cyber Security Consultant 

• Utilizing industry standard tools including Nmap and Burp Suite to perform web 

penetration tests and execute Penetration Testing as a Service engagements.  

• Developing comprehensive findings report for clients including remediation 

recommendations and walk-through replication guides. 

• Working directly with client team members to cover test findings, plan remediation actions, 

and validate implemented remediation attempts.  

• Engaging in pre-testing kickoff calls, partnering with clients to determine testing scope, 

outline expected testing behavior, and address questions and concerns.  

Nike (via AP Professionals)  (1/2020-08/2020) 

Cyber Security Advisor 

• Utilized tools including Nmap, and Burp Suite, and Fortify to perform web, and mobile 

penetration testing, and source code review. 

 

Parker Daudt 
 

Mobile: +1 (206) 300-1608        Website: https://www.parkerdaudt.com      Email:  parker@parkerdaudt.com      

PERSONAL STATEMENT 

 

A US-based senior penetration specializing in web application security, with a 5-year track record in the 
industry. Holding an MSc in Cyber Security from the National College of Ireland and hav ing developed a 
diverse arsenal of industry-standard tools and techniques, driven by a strong will to excel.  Expertise lies 
in assessing application security risks and generating effective solutions, often within tight deadlines, all 
while maintaining the highest professional standards . An inherent drive for excellence fuels a 
commitment to task completion, technical certification attainment, and tackling progressively intri cate 
projects. Passionate about advancing the Cyber Security field , shedding light on pressing issues, 
including rising privacy concerns, insecure app development practices, and the harvesting of private 
personal data. 



• Developed comprehensive findings report for project stakeholders including remediation 

recommendations, proof of concept exploitations, and business impact assessments for a 

technical and executive-level audience. 

EY (Formerly Ernst & Young)  (12/2018-08/2019) 

Cyber Security Advisor 

• Utilized industry-standard tools including Nmap, Nessus, and Burp Suite to perform 

network, web, and mobile penetration testing, and source code review. 

• Performed mobile application penetration tests for a Multinational Oil and Gas 

Organization 

• Performed network penetration tests for a Multinational Financial Technology  and Services 

Organization 

• Performed web application penetration tests for a Multinational Oil and Gas Organization , 

and a Governmental Infrastructure Service  

• Performed perimeter penetration tests and Open -Source Intelligence gathering for a Global 

Investment Management Firm 

• Developed comprehensive and accurate findings reports for client organizations . 

EY (05/2018-08/2018)  

Cyber Security Intern 

• Performed host-based vulnerability assessments for a large international financial 

institution 

• Assisted client-site and on-premises engagements related to Cyber Program Maturity 

Assessments and Cyber Security Frameworks  (including the NIST CSF and ISO 27001)  

• Aided a discovery engagement relating to GDPR regulatory compliance by researching 

current market solutions and attended client meetings to improve consultancy skills. 

CERTIFICATIONS 

 eLearnSecurity 

• eWPTX (eLearnSecurity Web Application Penetration Tester Extreme) – Certificate ID: 8548256 

• eWPT (eLearnSecurity Web Application Penetration Tester)  - Certificate ID: 6914292 

• eJPT (eLearnSecurity Junior Penetration Tester)  - Certificate ID: 7180368 

 

TECHNICAL EXPERIENCE 

Languages 

• JavaScript, Python, MySQL, C++, HTML, CSS  

Platforms 

• Windows (Vista, 7, 8, 10), Linux (Ubuntu, Kali), Android, iOS 

Software 

• Burp Suite, Nessus, Metasploit, Nmap, Wireshark, Mobile Security 

Framework, Invicti, Postman, SOAPUI 

EDUCATION 

The National College of Ireland, Dublin, Ireland (09/2017-09/2018) 

Master of Science (M.Sc.), Cyber Security  

Thesis: Practical Application of the NIST Cybersecurity Framework Across Enterprise Environments  

The College of Idaho, Caldwell, ID (08/2013-05/2017) 

Bachelor of Science (B.S.), Physics 


